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found zero trust, cloud and remote work
drive digital resiliency. After surveying

2,425 enterprise organizations across

10 regions, here is what we found:

Private cloud is the preferred environment, but 47% of
global respondents say CSPs are not meeting their SLAs 
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Top-three cyber threat concerns

#1

#2

#3

Loss of sensitive data and/or assets

Network downtime

Loss of revenue/regulatory fines
(e.g., GDPR violations)

Zero Trust adoption: Asia Pacific leads the way
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New normal resembles old normal,
but significant geographic variations
exist around a return to the office

expect employees to work in
enterprise offices all or most of the time

High levels of concern identified around all
aspects of digital resilience. However, some
sectors were higher than others.

Education
sector 

concerned about building
resilience to deal with

future disruption

Gaming
sector 

worried about keeping the
organization operational

and secure

Government
sector

concerned about responding
quickly to security events

Healthcare
sector 

worried about adopting
agile practices

Retail and
e-commerce

sector
concerned about supporting
employee working practices

Energy and
utilities sector
concerned about day-to-day

service continuity
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Implementing 

Zero Trust strategies
to identify and isolate 

problem areas

Using modern 
AI/ML-based automated 
DDoS defenses to protect 

against all DDoS attacks 

Evolve application
traffic management

for better user
experiences

 

A10 Networks Recommends

USA and Eastern Europe
prefer public cloud 
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